
The ultimate assurance that your customers email data is protected, management is simple, and vendor 
support is accessible when you need it.

An essential single source of account status truth!

Management of:
•	 SMX Secure 

Email Gateway
•	 Quaratine
•	 Azure Hosted 

Archiving
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SMX is known for cloud email security and archiving which is used by many government organisations, including over half of all New Zealand’s local 
government agencies. The SMX Secure Email Gateway offers unified security, compliance and analytics, enabling the seamless integration of multiple 
anti-abuse, DLP and compliance solutions managed through a single dashboard.  

•	 SMX offers products and services that focus on localised threats, simplified migration, rapid adoption of Office 365 email and archiving 
•	 14 years of experience developing, deploying and supporting email services for enterprise users and email service providers 
•	 SMX has over 1.2 million mailboxes being managed and protected 
•	 SMX provides 24/7 local support 
•	 Valued online security provider for Microsoft IP
•	 NZ All-of-Government supplier - Telecommunications as a Service (TaaS) approved service provider 

Contact SMX: sales@smxemail.com NZ 0800 769 769 AUS 1800 476 976 INT +64 9 302 0515

Email Admin Portal
Seamless, Centralised Email Management for Email Service Providers
SMX Email Admin Portal provides top level email security, management and migration to thoroughly take care 
of your customer accounts and data. Our service gives you the ultimate assurance your customers email data is 
protected, management is simple, and support is accessible when you need it.

Main Benefits for Users:
•	 Mailbox Administration – The Email Admin Portal Mailbox View 

provides real-time administration of user mailboxes. 
•	 Mail Tracking – The Email Admin Portal Mail Search feature,  

allows administrators to track the delivery of all email in and out  
of the platform. 

•	 Integration – The Email Admin Portal provides Service Providers  
with a fully featured, comprehensively documented API available

•	 For third party development teams; providing provisioning, 
support/administration and report integration capabilities. 

•	 Reporting – The Email Admin Portal Reporting Module provides  
out of the box reporting and dashboard functionality. 

•	 Delivery of usage data for third party email protection services – 
Allows the management of denial rules, track and protect against 
ransomware, spoofing, phishing and denial of service attacks. 

•	 Multi Tenanted – A design architecture that allows for multiple  
user groups to be deployed and managed across a single platform. 

•	 MAC Auditability – Moves adds and changes notes and history  
are captured and are available at mailbox level 

•	 Multiple Deployment Options – A Linux based systems that is 
inherently flexible in it’s deployment approach i.e. Red Hat,  
Puppet, etc. 

http://www.smxemail.com

